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The K2 Configuration Manager allows you to centrally manage every aspect of the K2 Intrusion 
Detection System, regardless of where components may geographically reside. Everything from 
users, sensor configuration, rules and system performance can be controlled from this single 
application. 

A few of its many capabilities are featured here. If you would like a full presentation of just how easy 
Intrusion Detection management can be, call your local K2 Distributor to organise a demonstration. 

In security, audit is equally as important as detection. The configuration of your IDS should be no 
exception.  The K2 Configuration Management Console provides comprehensive Configuration Support 
Services.  Using the classic two-phase commit and rollback style system, you can always return the 
system to a “known good” baseline, along with being able to audit exactly what changes were made, when 
and by whom.

K2 Defender allows the entering of client-defined rules via our 
intuitive GUI based rule editor. You can also import Open Source 
Rules such as those for the popular Snort system.
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Threat Tags

K2’s innovative threat tag system 
makes managing mult iple  
sensors a breeze! Each sensor 
subscribes to one or more threat 
tags. When rules are changed in 
the central database, each 
sensor is updated automatically 
according to its subscription 
policy. Mis-configuring sensors 
becomes a thing of the past. 
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